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Innovation with Integrity

Our Mission 		

Our high-performance scientific instruments, 
analytical and diagnostic solutions, and 
comprehensive support enable the discoveries 
and innovation of our customers, and drive 
their productivity and success.

Our Purpose

We contribute meaningfully to the health, 
prosperity and safety of our society at 	
large.

Our Values

We value integrity, respect, and trust. Ethical 
behavior, equal opportunity and compliance 
are at the heart of our business. 

Our Culture

We foster a dynamic, high-performance 
culture in a friendly, non-political, 
unbureaucratic and supportive environment 
for our colleagues and their families. We 
encourage clear and direct communication.
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A Message From Dr. Frank H. Laukien

President & CEO

Dear Bruker Colleagues—For more than 60 years 
at Bruker we have been advancing life sciences 
and healthcare around the world. In doing so, we 
contribute meaningfully to the health, prosperity, and 
safety of our society at large. Every bit as important 
as “what” we are doing, is “how” we are doing 
it. At Bruker we value integrity, respect, and trust. 
Ethical behavior is at the heart of our business and 
our unwavering commitment to “innovation with 
integrity” is a call to every one of us to pursue 
excellence in every aspect of our business. I am asking each Bruker employee around 
the world to make a personal commitment to follow our Code of Conduct and never 
compromise your integrity in any aspect of your job. As we look forward, we must stay 
focused on building a sustainable business, preserving our reputation, and maintaining 
our customers’ trust in us, our products and our services.

Frank H. Laukien
President & CEO

​

››
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Your Responsibility for Compliance & Ethics 

About the Code of Conduct
 
“Innovation with Integrity” is not just a tag line at the bottom of our presentations; it is central to how we conduct 
our business. We all want to be proud of the success we achieve and how we achieve it. This Code of Conduct is the 
foundational document of our compliance and ethics program. It sets forth our commitment to doing business not only 
legally, but with the highest standards of ethics and integrity. The reason this is so important is because what we do 
reflects on who we are as a company and on our reputation among our employees, customers, suppliers, investors, 
and the communities in which we work and live.

Our Responsibilities
 
This Code applies to every employee, officer, director, temporary worker, and contractor of Bruker Corporation and its 
majority-owned subsidiaries. It is expected that the Code will also apply to every employee, officer, director, temporary 
worker, and contractor of new acquisitions generally within six months after joining the Bruker group of companies. 
Certain topics addressed in this Code are covered in more detail in separate policies.

Unique Responsibility of Managers
 
Managers have a special responsibility to lead by example by: 

	� promoting our ethical culture;
	� rewarding integrity;
	� serving as sounding boards for others who might be experiencing an ethical dilemma or facing a difficult  

decision; and
	� creating an environment in which employees feel comfortable speaking up, asking questions or reporting concerns.

Making Ethical Decisions 
 
This Code cannot address every situation we might encounter as we do our jobs. In such a case, we should each ask 
ourselves: 

	� Is it legal?
	� Does it feel like the right thing to do?
	� Would I feel comfortable if my family found out about it?
	� Would I feel OK if it was reported in the newspaper?
	� Would it reflect positively on Bruker’s reputation?

If the answer to all of these questions is yes, then proceed with confidence. If the answer to any one ofthese questions 
is no, seek guidance and ask additional questions.

Falko Busse
Bruker BioSpin Group President

“Real integrity is doing the right thing, knowing that nobody’s going to know 
whether you did it or not.”

››
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Integrity in Business Activities

Complying with Laws

First and foremost, we expect everyone to whom this Code applies to 
comply with all laws, rules and regulations applicable to us wherever 
we do business. This is important not only because it is the right 
thing to do, but also because it avoids problems that could disrupt our 
business or damage our reputation. Always use good judgment and 
common sense and ask for advice if you are ever uncertain about what 
to do.

Q:  How can I tell if I have a conflict 
of interest?

A:  Ask yourself these questions:

	� Do my outside interests influence 
(or appear to influence) my ability to 
make a good business decision for 
Bruker?

	� Do I stand to benefit from my 
involvement in this situation?

	� Does a relative or close associate 
stand to benefit?

	� Could my participation interfere with 
my ability to do my job?

	� Is the situation causing me to put my 
interests ahead of Bruker’s?

	� If the situation became public 
knowledge, would I or Bruker be 
embarrassed?

If you answered yes to any of these 
questions, you likely have a conflict of 
interests and should seek guidance 
from your manager or the Legal/
Compliance department.

Preventing Bribery and Corruption

At Bruker, we do not offer or accept anything of value that is intended 
to improperly influence a business decision. This includes, for 
example:

	� bribes,
	� kickbacks,
	� extortion, and
	� fraud.

We understand that business practices like these cannot only harm 
our company and our reputation, but they can also damage developing 
economies around the world. Most governments are taking 
aggressive steps to combat corruption and we are committed to doing 
our part as a global corporate citizen to assist with this effort.

We do not tolerate any form of bribery, public or private. Any payment 
made to government officials or commercial partners must be for 
reasonable and properly documented business expenses and cannot 
be for the purpose of securing an improper business advantage.
Separate, more detailed anti-corruption policies are posted on the 
Legal & Compliance intranet.

Avoid Conflicts of Interest

We must always act in the best interests of Bruker and refrain from 
engaging in any activity that presents a conflict of interest. A conflict 
may occur when our personal or family interests interfere, or appear 
to interfere, with the interests of Bruker, or when our personal 
circumstances impact our ability to make an objective business 
decision for Bruker.

Common conflicts of interest that must be approved by your manager 
or the Legal/Compliance department include:

	� outside jobs, especially with customers, competitors, or other 
business partners;

	� entering business relationships on behalf of Bruker with people or 
companies with which we have a personal relationship;

	� serving on the board of another company, especially a customer 
or competitor; and

	� opportunities that we learn about through work that belong to 
Bruker or in which Bruker might have an interest (such as an 
investment opportunity).

Q:  Are there bribery risks associated 
with using third-party agents or 
intermediaries?

A:  Yes, it is important to remember that 
if you are not permitted to do something 
directly, you cannot engage a third party 
to do it on your behalf. Their actions 
will very likely be attributed to you. To 
protect Bruker, we vet third parties 
conducting business on our behalf 
through the use of background checks 
and by following our Sales Intermediary 
Policy, which can be found on the Legal 
& Compliance intranet.

https://bruker.sharepoint.com/sites/LegalCompliance
https://bruker.sharepoint.com/sites/LegalCompliance
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Gifts and Business Entertainment

We value professional objectivity in our business relationships. Our 
guiding principle is that we do not receive or give (directly or indirectly) 
any gift if it is intended to influence our or another party’s business 
decisions. We must not accept any gifts, gratuities or other favors 
from any customer, supplier or other person doing or seeking to do 
business with us, other than items of insignificant value. Any gifts 
of more than insignificant value or that are intended to influence any 
business decision must be returned immediately. If return is not 
practical, the gift should be given to Bruker for charitable donation or 
another appropriate disposition. We never provide or accept gifts of 
cash or cash equivalents.

Common sense and moderation should prevail in business meals and 
entertainment as well. Only provide or accept business entertainment 
to or from anyone doing business, or seeking to do business, with us 
if the meals and entertainment are:

	� infrequent,
	� modest,
	� intended to serve legitimate business goals, and
	� without expecting any return favor or benefit.

Separate, more detailed anti-corruption policies are posted on the 
Legal & Compliance intranet.

Export Compliance and International Trade

As a global company, we transfer goods, software, services, and 
technologies to our customers around the world. Our business 
transactions are subject to various trade compliance laws, including:

	� government-imposed export controls, trade restrictions, trade 
embargoes, economic sanctions, and boycotts; and

	� sanctions by different governments around the world that restrict 
activities with certain countries, entities, or individuals.

We are committed to ensuring that our business transactions are 
accomplished in compliance with applicable international trade and 
export compliance laws. This also applies for intercompany activities.

Mark Munch
Bruker Nano Group President

“Play by the rules! We like to win but always, always playing by the rules; we have 
zero tolerance for anything otherwise.”

››

Q: Can I accept a business meal from 
a supplier or customer?

A: In most circumstances, modest 
and infrequent business meals may 
be accepted. But when a vendor or 
customer pays for a meal, always 
consider the specific circumstances 
and whether your impartiality could 
be compromised or even appear to be 
compromised. For example, if the meal 
is offered as part of general relationship 
building, the meal may be acceptable. 
But if the meal is offered during 
contract negotiations, you may wish to 
politely decline the invitation to avoid 
any impression that the meal will sway 
your business judgment regarding the 
contract.

https://bruker.sharepoint.com/sites/LegalCompliance
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Q:  Where can I find our company poli-
cies?

A:  On our company-wide intranet sites, 
including the Legal & Compliance intranet. 
And the Export Control intranet.

Anti-Money Laundering

At Bruker, we are committed to complying with all applicable anti-
money laundering laws and regulations that prohibit financing for 
illegal or illegitimate purposes, including terrorism financing.

Money laundering is the process of “cleaning” cash and other assets 
generated by illegal activities, by using the financial and economic 
system in order for such funds, or their sources, to appear legitimate. 
Money laundering has devastating social consequences as it is 
providing fuel for terrorism and other criminal activities. Because of 
that, and because being involved in money laundering or terrorism 
financing—even inadvertently—is a criminal offence, we implement 
controls that ensure business is only conducted with reputable 
customers, for legitimate business purposes and with legitimate 
funds. We are vigilant about the activities of our business partners, 
and need to know who we are dealing with before commitments are 
made. We watch out for irregular payments or suspicious behavior, 
and we exercise caution and good judgment when dealing with 
unusual customer transactions. The same is expected of our business 
partners.

Gerald Herman
Chief Financial Officer

“Strive to do good in everything you do and success inevitably will follow.”
››

If you are involved in the movement of our products, software, 
services or technology across international borders, make sure you:

	� ensure that everything is classified correctly, in advance, based 
on the country of origin, the destination, the end use, and the end 
user;

	� include all required documentation, labeling, licensing, permits 
and approvals; and

	� consult the Export Control team for your business or the Legal/
Compliance department if you become aware of red flags, have 
any concerns regarding a transaction, or have any questions 
related to trade compliance laws.

Bruker employees must comply with trade compliance laws and Bruker’s Global Export Compliance Policy and related 
procedures. Violations may result in significant penalties for Bruker and the individuals involved.

Please refer to the Export Control intranet for more information.

https://bruker.sharepoint.com/sites/LegalCompliance
https://bruker.sharepoint.com/sites/BRKR_ExportControl
https://bruker.sharepoint.com/sites/BRKR_ExportControl
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Q:  What types of personal information 
do we collect or access that must be 
protected?
 
A:  Personal information is any information 
relating to an identified or identifiable 
person, including residential addresses, 
personal and business phone numbers 
or email addresses, government-
issued identification numbers, financial 
information, banking details, salaries and 
benefits, performance records, medical 
or insurance records, and personal 
information stored by our customers 
while using our products or receiving our 
services.	� only collect personal information that is relevant;

	� keep it secure, confidential, and up to date;
	� correct personal information when you become aware that it is 

inaccurate;
	� use it only in the way it is meant to be used;
	� do not share it with anyone inside or outside Bruker in an 

unauthorized manner;
	� be mindful of what personal information you are using, why you 

are using it, who you are sharing it with, where it is being stored 
or sent, and how you intend to use it; and

	� retain personal information only for the time necessary to 
achieve your business objective or to meet minimum retention 
requirements.

Please refer to the Privacy intranet for more information. 

Burkhard Prause
BEST Group President

“Ethics and integrity walk hand in hand. They cannot be checked at the door, or put 
on a rack for convenience.”

››

Personal Information and Privacy

We respect the privacy of every employee, business partner and 
others with whom we conduct business, and we understand the 
importance of protecting their personal information. We know that 
they are demonstrating their trust in us when they share their personal 
information, so preserving it is critical to maintaining that trust. We 
do this by handling personal data responsibly and in compliance with 
privacy and information security laws and company policy.

We must ensure we collect, store, transfer, use, share and dispose of 
personal information only as permitted by law everywhere we operate 
and be sure to:

https://bruker.sharepoint.com/sites/BrukerPrivacy
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Integrity in the Marketplace

Open & Fair Competition

We strive to outperform our competitors fairly by offering superior 
products and services, and never through business practices that 
undermine competition. We do not collaborate with our competitors to 
restrain competition or trade by engaging in activities like:

	� agreeing to establish or maintain prices,
	� restricting sales or allocating territories,
	� setting resale prices with customers or suppliers, or
	� engaging in “sham bids” by encouraging other parties to engage 

in a bidding process that they have no intention of winning, either 
directly or through a third party.

If a competitor discusses any of these topics, no matter how casually, 
it is important to stop the conversation immediately and report it to 
your manager or the Legal/Compliance department.

Honest & Ethical Marketing Practices

Our customers are at the heart of everything we create. They trust 
our products and how we portray them. We strive to maintain high 
ethical standards when marketing our products and services. We 
truthfully and accurately represent our products and avoid misleading 
impressions in our marketing communications.

Gathering Competitive Intelligence 

We are committed to pursuing innovative ideas that will serve our 
customers’ needs as well as our objective of advancing life sciences 
and healthcare. Understanding our competition is important to 
competing in today’s global marketplace. We will always obtain and 
make use of this competitive intelligence legally and ethically. When 
gathering competitive intelligence, we act with integrity by:

	� using information from public sources, such as published articles, 
public records and brochures offered by competitors at trade 
shows;

	� never misrepresenting ourselves or using illicit means to secure 
information;

	� never seeking proprietary information about other companies 
from job applicants; and

	� never accepting, sharing or using any information that may have 
been gathered improperly.

Q:  I am going to a trade show. Can I go 
to a competitor’s booth?

A:  Yes, you can go to the booth and 
collect any publicly distributed material. 
But, if you talk to anyone at the booth, 
identify yourself as Bruker employee 
and avoid conversations about business 
transactions or prices.
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Respect in the Workplace

As a multinational company, we benefit from having employees with many different backgrounds, experiences and 
perspectives.  We strive to create a respectful, results-oriented culture in which every one of our employees feels 
empowered to achieve excellence. We do this by fostering collaboration, welcoming creative thinking, celebrating 
achievement, focusing on personal responsibility, and valuing every employee’s contributions.

Harassment-free Work Environment; Respectful Workplace 
 

Q: My manager often loses his/her/
their temper and yells at people on the 
team when we miss a deadline. Is that 
harassment?

A: It depends, but regardless, the situation 
creates a negative work environment and 
is not consistent with our commitment 
to treating each other professionally and 
respectfully. Share your concerns with HR 
or the Legal/Compliance department. They 
can also help determine if your manager’s 
behavior constitutes harassment.

Workplace Safety and Security

Our employees are our most valuable asset, and we are committed to providing a safe, healthy and secure work 
environment for each of them. We do not tolerate unsafe conditions that may endanger our employees or visitors to our 
facilities, and we strive to comply with all health and safety laws and regulations wherever we operate. We will comply 
with applicable national security laws and requirements which govern the hiring of individuals for sensitive government 
contracts, including any security clearance and similar considerations.

Juergen Srega
CALID Group President

“How we do things is as important as what we do. In all aspects of our business, 
we want to be known for our relentless commitment to excellence as well as 
integrity.”

››

We also strive to create an environment where every employee 
is treated with dignity, respect and fairness. We make recruiting, 
retention, and other performance-management-related decisions
solely on the basis of merit and other organizational considerations, 
such as a person’s ability to do their job with excellence and in 
alignment with our strategic and operational objectives.

We will not tolerate any form of workplace harassment or abuse. We 
should each act professionally in all job-related activities, including 
offsite work events. We do not tolerate verbal or physical threats, 
behavior that is intimidating or humiliating or acts of violence.
We expect everyone to be respectful in communications with others, 
including in electronic and online communications such as email, 
texts, instant messaging, online chats, blogs and posts
on social media.
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Safeguarding Assets

Using Social Media Responsibly 
 
Everything you say on social media can affect the strong brand 
and reputation of our company. Think before you hit the “send” 
button because online communications last forever. Do not disclose 
confidential information about the company or its business on social 
media outlets, even if the intent is to correct inaccurate statements 
or defend the company. This kind of communication may result in 
the inadvertent release of proprietary or confidential information. Do 
not speak on behalf of the company or respond to questions from 
reporters or investors. All media or investor queries must be directed 
to Investor Relations.

Q:  I saw a blog post that is critical 
of Bruker and contains inaccurate 
information about one of our products.  
I know the facts about that product 
and want to set the record straight. Is 
it OK to post a response online?

A:  No. Unless you are an authorized 
spokesperson for Bruker, you should 
notify senior management in your 
business unit or Bruker Investor 
Relations.  Provide them with the correct 
facts and let them address the situation.

Protect and Properly Use Bruker Assets 
 
Protecting company assets is crucial to the success of our business. These assets include equipment, tools, materials, 
supplies and technology resources (such as computers, phones and mobile devices), as well as intangible assets 
like trademarks, copyrights and patents. Theft, loss, carelessness and waste have a direct impact on our financial 
performance. Use company assets for legitimate business purposes and not for personal benefit or the personal benefit 
of anyone else. Failure to protect our technology resources can make our electronic records vulnerable to attack by 
hackers. Please refer to the Information Security intranet for more information.

Q:  I’m not in IT. How can I protect our 
information systems?

A:  Every Bruker employee can protect our 
information security by never:

	� sharing your Bruker passwords with 
anyone,

	� leaving your laptop or mobile device 
unattended,

	� downloading or using unauthorized or 
unlicensed software, or

	� clicking on links in emails or chats 
received from untrustworthy sources.

Information processed on IT infrastructure operated by Bruker (or by 
a provider contracted by Bruker) is considered to be the property of 
Bruker and must comply with this Code. Do not store, send or receive 
private documents or communication using this infrastructure and 
do not forward Bruker communication to any private communication 
server. Bruker retains the right to store, access and review any 
information processed through IT infrastructure operated by Bruker (or 
by a provider contracted by Bruker) in the course of conducting internal 
investigations and as required by law, always in compliance with 
applicable data privacy laws. Such reviews may only occur following 
the written approval of the Legal/Compliance department.

Artificial Intelligence

Bruker recognizes the potential value of utilizing increasingly versatile and sophisticated artificial intelligence (AI) 
systems.  We believe that the responsible development, implementation, and use of such systems could help Bruker 
achieve business objectives and promote efficiency in the process. 

Because AI is a rapidly evolving technology that could, if used inappropriately, disclose personal, confidential, and/or 
proprietary information, Bruker employees, officers, directors, temporary workers, and contractors who wish to use AI 
systems should only do so (i) using Bruker-approved AI; (ii) within their own areas of responsibility; (iii) in accordance 
with policies and guidelines established by Bruker’s Information Security, Information Technology, and Privacy teams; and 
(iv) in compliance with applicable laws and regulations.

Business Continuity

At Bruker, we take all reasonable precautions to protect our business from incidents that would interrupt the supply of 
our products and services and thereby adversely impact the productivity and success of our customers. We therefore 
regularly assess and monitor risks in our supply chain and implement business continuity and backup plans that allow us 
to take timely action if required.

https://bruker.sharepoint.com/sites/I_InformationSecurity
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Commitment to Environment, Society, and Communities

Human Rights

We recognize that we are a global corporate citizen, and we respect the human rights of every individual. We do not 
use forced, involuntary or child labor in our facilities or condone its use in any part of our supply chain. 

Supply Chain Due Diligence

We have implemented due diligence processes for our supply chain to manage risks related to conflict minerals, forced 
labor and other sustainability topics. Our expectations towards responsible supply chain management are set forth in 
the Bruker Supplier Code of Conduct which serves as the framework for all our suppliers (including sub-suppliers and 
subcontractors, where permitted) to conduct their business in a legally compliant and socially responsible manner and 
to meet the expectations of Bruker.

Political Contributions

We should each feel free to engage in political activities using our own personal time and money. But it is important 
not to engage in any political activity using company time or resources. Make it clear that your views and actions are 
your own and not those of Bruker. Do not make any payments of company funds or provide company resources to any 
political party, candidate, or campaign.

Charitable Contributions

We are committed to responsible corporate citizenship and helping improve the quality of life in communities where our 
employees live and work. We encourage employees to engage in charitable activities or make charitable contributions 
using their own time and money. We may choose to make company funds available for charitable contributions or 
donations to certain tax-exempt organizations. Any requests for such contributions or donations must be submitted 
to the most senior financial leader of your business and the Legal/Compliance department. Our employees may also 
choose to participate in company-sponsored volunteer activities.

Protecting the Environment 
 
We understand that improving environmental sustainability is the right thing to do and that it is essential to ensuring 
a healthy and sustainable future. We strive to reduce our ecological footprint and to contribute to a more sustainable 
future by safeguarding natural resources, minimizing waste, reducing emissions, and promoting sustainable 
manufacturing processes across all aspects of our business.
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Responsibility to Shareholders

Maintain Accurate Books and Records 
 
Honestly and accurately reporting all business transactions is central 
to running an ethical business. Each of us is responsible for the 
accuracy, completeness and reliability of our records and reports. 
Accurate information is essential to our ability to make responsible 
business decisions and meet public reporting and transparency 
obligations. Bruker employees must report any known or suspected 
falsification of documents to the most senior financial leader of their 
business and the Legal/Compliance department.

Costs and revenues must be recorded in the appropriate time 
periods and all records must accurately reflect the true nature of 
the transactions they record. No undisclosed or unrecorded account 
or fund can be established for any purpose. No false or misleading 
entries can be made in our books or records for any reason, and no 
disbursement of corporate funds or other company property can be 
made without adequate supporting documentation.

Q:  What does “books and records” 
mean in practice?

A:  Books and records covers a wide 
variety of information, including 
presentations, spreadsheets, payroll 
documents, timecards, attendance 
records, information in filings with 
government agencies, inventory records, 
invoices, purchase orders, lab tests, 
market research tests, quality control 
tests, travel and expense reports, 
inspection records, transportation logs, 
hazardous material records, accident 
reports and business plans.

Confidential & Proprietary Information

Confidential information is any non-public or proprietary information 
related to or held by Bruker. This includes many valuable company 
assets, such as:

	� non-public financial information such as revenues, profits and 
pricing information;

	� information about potential acquisitions, strategic partnerships, or 
contracts;

	� trade secrets, know-how and other intellectual property;
	� unpatented inventions, ideas, methods, and discoveries;
	� strategic or business plans;
	� information related to product launches or designs; and
	� employee, customer, and vendor lists.

It is critical to our continued growth and competitiveness that this 
information remain confidential and secure. Do not disclose this 
information to people or companies outside Bruker, unless there is a 
specific business purpose and a non-disclosure agreement in place, 
or we are required by law to disclose it. It is also important to respect 
our commitment to protecting the confidential information of other 
companies, including our suppliers and customers.

Q:  I am able to get an early start on 
my day by returning calls during my 
train ride to work. Is that a problem?

A:  You must be careful not to discuss 
non-public company information in public 
places where others may overhear 
you, such as trains, restaurants, taxis, 
elevators, conferences or trade shows. 
When it is necessary to conduct a work-
related call in public, be mindful of your 
surroundings and what you say.
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Each quarter, we are subject to a blackout period during which we cannot trade Bruker stock. That period generally 
begins two weeks before the end of our fiscal quarter and ends following the second trading day after we announce our 
earnings for the quarter.

A separate, more detailed Insider Trading Policy is posted on the Legal & Compliance intranet. If you are uncertain 
whether you are prohibited from buying or selling Bruker stock or the stock of any other company that you are familiar 
with by virtue of your relationship with Bruker, please consult with the Legal/Compliance department before making that 
purchase or sale.

Insider Trading

In the course of our jobs, we could come into contact with material information about Bruker that is not known to 
the public, like financial results, potential acquisitions or technology achievements. We might also come into contact 
with material, non-public information about other companies, like our suppliers and customers. “Material information,” 
in general, is information that would be important to a reasonable investor in determining whether to buy or sell a 
company’s stock. Until this information is officially disclosed to the public and a reasonable time has passed (usually 
considered to be two full trading days):

	� do not buy or sell Bruker stock or the stock of those other companies, and
	� do not communicate this information to others who might trade on the basis of such Information.

https://bruker.sharepoint.com/sites/LegalCompliance
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Asking Questions and Reporting Concerns
 
We want to hear from you about any:

	� guidance you might need about a particular legal or ethical dilemma,
	� questions you might have about our policies,
	� concerns you have about questionable behavior, and
	� violations or potential violations of this Code or the law.

We encourage you to report observed or suspected non-compliance with laws or company policy. When we ask 
questions or report concerns, we not only improve Bruker’s ability to fix potential problems before they become severe, 
but we also shed light on potential opportunities to improve and clarify our policies, communications, or trainings.

There are several places you can turn to for help or direction:

	� your manager,
	� your HR business partner,
	� members of the Legal/Compliance team (posted on the Legal & Compliance intranet), and
	� Bruker’s confidential reporting line (also referred to as the “Integrity Line”).

Using the confidential reporting line, you can identify yourself or remain anonymous (where anonymity is permitted by 
local law). We have found that if you identify yourself when reporting a concern, it helps us provide more thoughtful 
answers and conduct more effective and thorough investigations.

Brent Alldredge
Global Head of Compliance

“‘Innovation with integrity’ is more than a motto. At Bruker, we strive to create an 
environment that promotes integrity, respect, and trust. You will never regret doing 
what’s right.”

››

https://bruker.sharepoint.com/sites/LegalCompliance
https://bruker.integrityline.io/
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Bruker’s Confidential Reporting Line / Integrity Line

If you wish to report a concern regarding matters covered by this Code, you may access the confidential reporting line, 
or Integrity Line, here.  This reporting line is operated by an independent third party and can be accessed via phone or 
web as follows:

Mexico +525571002193 and “Company Access PIN” 1104

Netherlands +31203232345 and “Company Access PIN” 1104

Poland +48221523361 and “Company Access PIN” 1104

Portugal +351304502651 and “Company Access PIN” 1104

Singapore +6531382063 and “Company Access PIN” 1104

South Africa +2710590110 and “Company Access PIN” 1104

South Korea +82220235851 and “Company Access PIN” 1104

Spain +34910477636 and “Company Access PIN” 1104

Sweden +46812160726 and “Company Access PIN” 1104

Switzerland +41435510235 and “Company Access PIN” 1104

Taiwan +886277536242 and “Company Access PIN” 1104

Thailand +6620888314 and “Company Access PIN” 1104

UK +442038850064 and “Company Access PIN” 1104

USA +12132791015 and “Company Access PIN” 1104

All other countries Please use the Web Reporting to report your concern
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More details on what happens when you contact the reporting line can be found in our internal Whistleblower Policy.

Your Country/Division	             Phone Reporting		      	       Web Reporting
Australia +61251142052 and “Company Access PIN” 1104

Austria +4313589372 and “Company Access PIN” 1104

Belgium +3228997261 and “Company Access PIN” 1104

Brazil +556135507564 and “Company Access PIN” 1104

Canada +12894019198 and “Company Access PIN” 1104

China mainland & Hong Kong Please use the Web Reporting to report your concern

France +33187212291 and “Company Access PIN” 1104

Germany +493099257146 and “Company Access PIN” 1104

India +911171816583 and “Company Access PIN” 1104

Israel +97233763530 and “Company Access PIN” 1104

Italy +390281480081 and “Company Access PIN” 1104

Japan +81368924070 and “Company Access PIN” 1104

Malaysia +601800812858 and “Company Access PIN” 1104

https://bruker.integrityline.io/
https://bruker.integrityline.io/
https://bruker.sharepoint.com/sites/LegalCompliance/SitePages/Policies.aspx
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Non-Retaliation

We have a strict non-retaliation policy for any reports made in good faith. This means no person will be disciplined in any 
way for reporting a concern in good faith or for cooperating in an investigation. Retaliation is grounds for discipline and 
possibly termination for anyone who retaliates against an employee who makes a good faith report.

“Good faith” means that you do not have to be right that an actual violation occurred. You only have to be truthful about 
the facts that led you to be concerned and genuinely believe that there is some sort of wrongdoing and report the facts 
to the best of your knowledge.

This non-retaliation policy applies regardless of which channel you select to report your concern.

While we prefer to resolve matters internally when possible, nothing should discourage you from reporting any illegal 
activity or violation of law to the appropriate authorities.

Investigations

We are committed to thoroughly investigating reports of potential violations of this Code. If we receive information 
regarding an alleged violation, we will:

	� evaluate the information;
	� determine whether an investigation is warranted and, if so, initiate that investigation;
	� determine whether disciplinary action must be taken; and
	� where appropriate, report the results of the investigation to our Board of Directors.

Each of us is expected to cooperate fully with any investigation regarding an alleged violation of this Code. Violation of 
this Code may result in potential legal liability to Bruker or cause serious damage to our reputation. Failure to comply 
with the Code or cooperate with an investigation may result in disciplinary action, including reprimands, warnings, 
demotions, reductions in salary or termination.

Administration of this Code

Waivers 
 
While the policies referenced in this Code must be strictly adhered to, in rare cases exceptions may be appropriate. Any 
employee who believes an exception is appropriate must obtain the prior approval of the Legal/Compliance department.

Amendments

We strive for continuous improvement in all aspects of our ethics and compliance program. As a result, we may amend 
this Code from time to time. The most current version of this Code can be found on the Legal & Compliance intranet and 
on the Governance Documents page on bruker.com.

Policy Owner: General Counsel & Global Head of Compliance
Revised: March 2025

https://bruker.sharepoint.com/sites/LegalCompliance
https://ir.bruker.com/corporate-governance/governance-documents/default.aspx
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Online information 

bruker.com/sc-xrd
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info.brkr@bruker.com 
www.bruker.com

Online information 
bruker.com/

http://www.bruker.com
https://www.bruker.com/en.html
https://www.bruker.com/en.html
https://www.bruker.com/en.html

