Proofpoint Joins Open Information Security Foundation, Reinforces Open Source Commitment

Leader in Advanced Threat Protection Remains Dedicated to Supporting Open Source Initiatives Following Emerging Threats Acquisition

SUNNYVALE, Calif., Nov. 18, 2015 (GLOBE NEWSWIRE) -- Proofpoint, Inc. (NASDAQ:PFPT), a leading next-generation cybersecurity company, announced it has joined the Open Information Security Foundation (OISF) as a platinum member, underscoring its ongoing support for open source security initiatives. Building on its acquisition of deep threat intelligence provider, Emerging Threats, Proofpoint remains committed to enabling organizations worldwide to stay protected from today's most sophisticated targeted attacks and advanced malware.

"Cyberattacks are constantly evolving—and combating them requires engagement between government agencies, private companies, and open source communities," said Gary Steele, Proofpoint CEO. "Proofpoint has a history of making use of and contributing to open source initiatives. Our involvement in the Open Information Security Foundation is an extension of our dedication to the success of Suricata and the Emerging Threats community."

The OISF formed in 2009 to develop Suricata, an open source IDS engine that functions as an intrusion detection system, intrusion prevention system and network security monitoring solution. Proofpoint provides the only Suricata-focused ruleset and maintains the quality assurance and distribution infrastructure for the Proofpoint ET Open IPS/IDS ruleset. More than 20,000 organizations and individuals rely on the ruleset, which is distributed daily at no cost and is known for providing one of the world's top sources for threat intelligence on major malware detection and prevention.

The Proofpoint ET Open IPS/IDS ruleset collects submissions from one of the largest and most active IDS/IPS rule-writing communities and includes never-seen-before threats. This continually updated list of rules enables monitoring engines to automatically detect and block known, advanced threats. Approximately five years ago, Emerging Threats launched what is now the Proofpoint ET Pro Ruleset, a commercial ruleset atop the open IDS ruleset and added support for the Suricata platform. The Proofpoint research team tests all rules for optimum performance and accurate detection.

"With the complexity of the threat landscape continuing to increase, the mission of the OISF is more important than ever," said Matthew Jonkman, vice president of Emerging Threats Research for Proofpoint, and OISF President. "With the support of Proofpoint, I look forward to continuing to help guide the OISF and ensure the development of Suricata."

Please visit www.oisf.net for more information on the Open Information Security Foundation. For additional information on Proofpoint ET Pro Ruleset, please visit http://www.emergingthreats.net/products/etpro-ruleset.

About Proofpoint, Inc.

Proofpoint Inc. (NASDAQ:PFPT) is a leading next-generation security and compliance company that provides cloud-based solutions for comprehensive threat protection, incident response, secure communications, social media and mobile security, compliance, archiving and governance. Organizations around the world depend on Proofpoint's expertise, patented technologies and on-demand delivery system. Proofpoint protects against phishing, malware and spam, while safeguarding privacy, encrypting sensitive information, and archiving and governing messages and critical enterprise information. More information is available at www.proofpoint.com.

Proofpoint is a registered trademark of Proofpoint, Inc. in the U.S. and/or other countries. All other trademarks contained herein are the property of their respective owners.
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