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Possessing a strong and consistent reputation is something that enables Delphi Technologies to grow and prosper with our customers on a global scale. Please read and adhere to the Code of Ethical Conduct and use it every day in all our business transactions.

Delphi Technologies is dedicated to conducting its business consistent with the highest standards of business ethics. We have an obligation to our employees, investors, customers, suppliers and the communities we work in to be clear, consistent and fair in all our business dealings.

As an employee of Delphi Technologies, you may be faced with a number of business decisions. It is everyone’s personal responsibility to uphold the Company’s high standards of business ethics in each and every one of these situations.

It is not possible for our Code of Ethical Conduct to cover every eventuality that you may come across. If you use your good business judgment and experience, your business decisions are not likely to raise ethical issues. If you are faced with a potential ethical issue, we hope that this Code of Conduct will serve as a guide to help you make the right choice and protect the company’s strong reputation. Further information can be provided by visiting the Delphi Technologies Ethics and Compliance Home Page.

The guidelines set out in this document are to be adhered to by every single employee regardless of their position in the company. We all have a part to play in protecting and improving the global reputation of our great company.
At Delphi Technologies, we have a commitment to conduct our business with integrity and in compliance with laws, regulations and best practices. The Code of Ethical Conduct will help you to be aware of legal risks in a complex business environment. In particular, the Code provides you with guidance on principles that drive the way we conduct our business.

Compliance belongs to everyone. You have the responsibility to speak up if you are aware of any potential violation of the law. All reports are taken very seriously and are investigated thoroughly. Delphi Technologies will not tolerate any retaliation if a report is done in good faith.

Together, we are responsible for Delphi Technologies’ sound reputation and for the level of trust in the quality and integrity of our business activities. A reputation based on years of integrity can be ruined in a single act of poor judgment or willful intent. As Delphi Technologies’ General Counsel, I encourage you to contact me if you have any questions or concerns. I am responsible for administering this Code and my door is always open. Thank you for your continued support.

Letter from Jim Harrington, Chief Compliance Officer
Our Values

Transparency
We are sincere in what we say and do, we believe in straight talk so everyone knows where they stand.

Inclusion
Connections matter, so we forge strong relationships that draw in our partners, employees and communities and ensure that everyone has a voice.

Excellence
We are driven to solve the industry's biggest challenges. The urge to excel fuels our enthusiasm and expertise and we focus on agility and innovation.

Respect
Our work is making a difference for the future and we recognize and value every step and every individual involved in our success.

Our values are the foundation of everything we do
Your personal pledge to do the right thing

The Code is a commitment to doing what is right. When you work for Delphi Technologies, you agree to uphold this commitment. Understand the standards and guidelines that apply to your job and follow them. Employees who fail to follow these standards, or who fail to abide by applicable laws, put themselves and Delphi Technologies at risk. They are also subject to disciplinary action that may include termination.
Code Overview

Why do we have a code?

Delphi Technologies is committed to ethical conduct in our business, and we strive to comply with the letter and spirit of the law. Our Code is the foundation of this commitment and serves as our guide as we perform our daily responsibilities at work. The Delphi Technologies Code provides details regarding available ethics and compliance resources and guides us when we need advice to determine the right course of action. Acting with integrity is the most important thing we can do as we perform our jobs. Our responsibility is to live up to the standards reflected in our Code and TIER principles: Transparency, Inclusion, Excellence, Respect and corporate and operating company policies.
How is this code relevant to me?
This code is designed to help identify and avoid ethical or legal issues in areas that are unfamiliar and to act as a guide to making the right decision when difficult ethical questions arise. It also lists references to turn to with questions or concerns.

Who must follow our code?
All Delphi Technologies employees

How should I use this code?
Employees should begin by reading the code and becoming familiar with its concepts. Remember, your supervisor, or a member of the human resources staff or legal staff, are always available if you have further questions or comments.

What are the consequences of violating the code?
Violations of the Code or related policies may result in serious consequences, up to and including termination of employment, and in some cases even civil or criminal liability.
Throughout this code, Delphi Technologies employees who lead or manage others have a responsibility to:

- **Know the Code:** You may be stopped at any time by any employee with questions regarding the Code, so be prepared. Bring any questions requiring interpretation to Jim Harrington, chief compliance officer.

- **Be a good example:** Lead with integrity and show what it means to act with integrity.

- **Be responsive:** If an employee asks a question about the Code, respond quickly or forward the question to someone in the best position to provide the answer.

- **Enforce the standards in the Code.**

- **Prevent retaliation** against employees who raise questions or concerns regarding compliance and ethics.
We all have a responsibility to understand the laws and policies that govern our business activities. We also have a duty to let the Company know if we suspect someone may be in violation of the law or our policies. It is vital that employees speak up whenever they’re uncertain about a course of action, or have reason to believe a violation has occurred.

When should I speak up?

This Code provides an overview of Delphi Technologies’ expectations, and general guidance for our actions. However, it cannot anticipate every possible situation you may encounter. That’s why it’s crucial that you speak up as soon as possible if:

▷ You are unsure about the proper course of action and need advice
▷ You believe that someone acting on behalf of Delphi Technologies is doing, or may be about to do, something that violates the law or our Code
Where can I go for help?

We value an environment of open, honest communication. There are many resources available to help you make the right decision and to report concerns or violations, including:

› Your immediate supervisor
› Other managers or the head of your department
› Functional experts such as Legal staff, Internal Audit Services, Corporate Security or Human Resources
› Regional compliance officers or the general counsel and chief compliance officer
› Delphi Technologies BeTheVoice tool: thevoice.delphi.com

We do not retaliate

Any employee who in good faith seeks advice, raises a concern or reports misconduct is doing the right thing. Retaliation against any person who voices a concern will not be tolerated. Anyone who retaliates against someone for reporting an issue in good faith has violated this Code, and is subject to disciplinary action, up to and including termination. If someone you know has raised a compliance or integrity issue and you suspect retaliation by someone else, immediately contact your supervisor, a member of the Human Resources staff, or the Delphi Technologies BeTheVoice report tool.

We take claims of retaliation seriously. We investigate all allegations of retaliation and take disciplinary measures when appropriate.
BeTheVoice at Delphi Technologies

If you feel unsure about where to go or are uncomfortable using resources identified in this Code, Delphi Technologies has an additional resource that can help: the BeTheVoice report tool. This tool is an anonymous (if requested, and subject to local law) outlet that allows employees to notify the Company of concerns regarding ethics and compliance.

The BeTheVoice report tool is operated by an independent company 24 hours a day, seven days a week, with translation services available at all times. When reporting legal or ethical violations you can do so by phone or via the weblink bethevoice.delphi.com

The bottom line

You have an obligation to report suspected legal or ethical violations. The BeTheVoice report tool is an important resource for reporting such concerns. Reports can also be made anonymously at the reporter's discretion. Retaliation against anyone who reports ethical violations in good faith is not tolerated.

To report a concern directly to a Delphi Technologies employee, or to ask any questions regarding the BeTheVoice reporting tool and its core principles, please contact Michael McDonald, IAS Risk and Compliance Manager at Michael.mcdonald@delphi.com.
Diversity & Respect in Our Workplace

Delphi Technologies’ success depends on our achievements as individuals and as members of effective teams. At Delphi Technologies, we believe our differences are a source of strength. A working environment that values respect and acceptance helps us achieve our goals.

Global labor principles

Delphi Technologies’ employees are our most valuable resource. We are committed to treating our employees with integrity and respect, and we adhere to the following principles:

Discrimination

We provide equal employment opportunities to individuals of diverse backgrounds and experiences. We do not discriminate against an employee or applicant because of their race, ethnicity, color, gender, sexual orientation, religion, age, national origin, handicap/disability, genetic information, union activities, political beliefs, veteran status or disabled veteran status, marital status, pregnancy status, or any other status that is protected by law in a particular jurisdiction.

Child labor

We comply with applicable laws in each jurisdiction in which we conduct business, and in accordance with international labor organization standards.

Slave labor/human trafficking

We do not use or tolerate forced or slave labor, or any form of human trafficking.

Working hours

We commit to providing fair working conditions, with work hours set in compliance with applicable local laws.

Freedom of association

We recognize the right of employees to communicate openly with management regarding working conditions without fear of retaliation or intimidation.

Health & safety

We are committed to protecting the health and safety of each employee as our overriding priority. Delphi Technologies believes that all occupational injuries and illnesses are preventable, and that there will be no compromise of an individual’s wellbeing in anything we do.
Ensure freedom from harassment and bullying
Our company values integrity and respect. We want a workplace that is free from harassment, bullying, and any other discriminatory conduct, including jokes, slurs or other offensive remarks. Similarly, implicit or explicit threats, intimidation, bullying and violence will not be tolerated.

Some actions that may be considered harassment are:
› Unwelcome or inappropriate comments, jokes, physical contact or gestures
› Sexual advances or requests for sexual favors
› Verbal or physical threats of any kind
› Displaying or distributing explicit or derogatory material
› Making ethnic, religious, age-related or sexual jokes or insults
› Demonstrating hostility towards others because of personal characteristics

If you observe or experience any form of harassment, report it to your supervisor, a member of the human resources staff, or contact the Delphi Technologies BeTheVoice report tool. Remember, our company has a strict policy forbidding retaliation against anyone making a good faith report. Anyone who retaliates against another employee is subject to disciplinary action, up to and including termination.

Support a safe and healthy workplace
The health and safety of our employees is Delphi Technologies’ highest priority. We believe all occupational injuries and illnesses are preventable.

Delphi Technologies will never compromise anyone’s health or well-being. We follow all safety laws, regulations and policies at all of our locations.

Safety is everyone’s responsibility. Delphi Technologies’ commitment to safety means that each of us needs to be alert to safety risks while we work. It also means that supervisors have an overriding Responsibility to lead by example and support safe work practices.

Workplace violence
A safe and secure work environment also means a workplace free from violence. Threats (whether implicit or explicit), intimidation and violence are not tolerated. Weapons – even if intended for sporting purposes – are never allowed on company property.

Take substance abuse seriously
Work requires clear thinking, and may also require quick reactions – the safety of others depends on it. Use of alcohol or drugs, including the improper use of medication, diminishes an employee’s ability to perform at his or her best. Delphi Technologies has a strict prohibition against the use of illegal drugs. Consumption of alcohol in the workplace or while conducting Delphi Technologies business is also prohibited, except under the limited circumstances outlined in our Appropriate Workplace Conduct Policy. Violations are taken very seriously.

THE BOTTOM LINE
Delphi Technologies is committed to fostering a safe and professional workplace – one that values teamwork, merit, diversity and trust.
Doing business with integrity

Delphi Technologies conducts business around the world with fairness and integrity. This is true whether we are interacting with our customers, our suppliers or our competitors. We are committed to complying with all applicable laws wherever we do business.

Avoid conflicts of interest

A conflict of interest exists when a personal interest or activity interferes, or appears to interfere, with your ability to fulfill your Delphi Technologies obligations with integrity. We must avoid conflicts of interest and the appearance of conflicts of interest at all times.

Examples of potential conflicts of interest include:

› Making a material investment in a supplier, customer or competitor
› Accepting personal services or payments from a supplier, customer or competitor
› A close family member who works for a supplier or customer in a role that may affect your decisions here at Delphi Technologies
› Working outside Delphi Technologies without department director approval, especially in an industry related to Delphi Technologies’ core businesses
› Benefiting from opportunities that are discovered through the use of Company property, information or position
› Receiving a loan or guarantee of an obligation as a result of your position with the Company
› Holding public office or involvement in certain charitable organizations.

When trying to decide whether a particular situation might create a conflict of interest, ask yourself:

› Does the situation appear to influence your ability to make business decisions?
› Could you or a relative stand to personally benefit from the situation?
› Is there a risk you could be forced to choose between your best interest and Delphi Technologies’?

If your answer to any of these questions is "yes," there is at least the appearance of a conflict of interest and you should promptly disclose it.
Avoid improper payments & corrupt practices

Delphi Technologies employees are subject to a number of laws that prohibit bribery in any setting. As a result, all employees must be careful not to do anything that could be construed as giving or receiving a bribe of any sort. Delphi Technologies employees should always operate in an open and honest manner, compete fairly with others, and not rely on illegal or unethical methods. As such, Delphi Technologies employees should not provide, offer, authorize, or promise to provide anything of value in order to secure an improper advantage or obtain or retain business.

We must never:

- Give or offer a government or union official anything of value, directly or indirectly, that is intended to influence his or her judgment in the performance of official duties
- Make “facilitation payments,” that is, payments made to “speed things along,” like payments to expedite a customs authority’s approval of importation of raw materials
- Ask a third party to make any payment, or do any other act, that would be inappropriate for our company to do directly
- Participate in any kickbacks or similar improper dealings with representatives of our suppliers or customers

Bribery payments to foreign government officials by any Delphi Technologies employee or agent are illegal under anti-corruption laws that apply to Delphi Technologies. Under such laws, Delphi Technologies may be accountable for the actions of its employees and agents, regardless of their citizenship, location of employment, or other factors. And in many cases, improper payments between parties to non-governmental commercial transactions (such as kickbacks) may also violate anti-corruption laws. If someone requests a bribe or kickback, refuse and immediately report the request to Legal staff.

Employees are responsible for maintaining accurate and detailed entries in records that may reflect the true use of expenses such as in travel or entertainment expense reports.

Understand when we can give and receive gifts and entertainment

All relationships with our suppliers and customers must be based entirely on sound business decisions and fair dealing. You should not accept or provide anything that:

- Compromises, or appears to compromise, the integrity of the business relationship
- Places you or others in an unsafe environment (e.g., gifts of alcohol or alcohol-related activities)
- Potentially embarrasses or damages your reputation or the Company’s (e.g., adult entertainment establishments, which are not acceptable under any circumstances)
- Certain exceptions may be made in countries where customary practices are different, but only with approval of your management. Any questions regarding the appropriateness of a gift should be addressed with your supervisor, Legal, or Human Resources Staff.
Giving and receiving gifts

Keep the following rules in mind when giving and receiving gifts:

- Gifts should be infrequent and not of significant value
- Never give or receive cash or cash equivalents, such as gift cards
- In general, gifts should not exceed US $50 in value. If there is a strong reason why the gift must exceed US $50, review the gift with your supervisor or other management, and get written approval
- Never solicit gifts
- Always disclose the purchase of gifts and the identity of the recipient in expense reports
- Gifts to government officials, or employees of state owned entities or public international organizations (for example, the Red Cross) are highly restricted due to the concern that they may violate anti-corruption laws

Entertainment

Business-related entertainment or social contact may be appropriate if it is not lavish and it is limited. Employees should ensure the nature of entertainment would withstand public scrutiny.

Examples of permissible entertainment include:

- Refreshments before, during, or after a business meeting
- Meals before, during, or after business meetings or when otherwise business related
- Infrequent business-related invitations to engage in activities such as sporting events, cultural activities, or a dinner, when accompanied by a representative of the supplier or customer
Compete fairly
We all benefit from fair, free and open markets, and we work to outperform our competition fairly and honestly. Fair competition is a matter of our own corporate values, and it also is a matter of law. Competition laws exist in most countries in which Delphi Technologies conducts business.

We compete strictly on the merits of our products and services and make no attempts to restrain or limit trade.

Specifically:
> We never discuss prices, pricing strategies, product planning, marketing, or terms of sale with competitors. If a prohibited subject comes up during a discussion or meeting in which competitors are present, you should excuse yourself from the discussion. Inform your supervisor or a member of Legal Staff if you have been involved in, or have been requested to participate in, such discussions
> We do not enter into agreements with our competitors concerning prices, production volumes, customers or sales territories
> We do not link purchase of one product to another, or compel suppliers to buy from us to retain Delphi Technologies business
> We do not dishonestly represent the products or services of a competitor
> We do not induce customers to break contracts with competitors unlawfully
> We collect competitive information through proper public or other lawful channels. We will not use information that was obtained illegally or improperly by others, including through misrepresentation, invasion of property or privacy, or coercion
Never act on material non-public information

Material non-public information should never be discussed with or provided to outsiders. Such disclosures are against the law as they can, if known publicly, have an effect on a company’s stock price. This applies to information about Delphi Technologies, a supplier, competitor, customer or business partner.

If you learn of material non-public information about a company, you are prohibited from buying or selling stock or other securities, or making other investments in that company until the information has been publicly disclosed and has had time to be absorbed by the market. These rules around insider trading apply even if you are not an employee of the company. It also is illegal to provide non-public inside information, or “tips,” to others, such as a family member, or friend. You should contact the legal staff with any questions about rules regarding buying or selling securities.

Some examples of material non-public information could include:

- A planned acquisition or merger
- Financial information, such as earnings estimates, increases or decreases in sales, dividend payments, or liquidity issues
- Significant expansion or curtailment of operations
- A government investigation or lawsuit against the company or a settlement that ends an investigation or lawsuit
- Significant new technologies or business opportunities
- Changes in key management personnel

You should always maintain the confidentiality of any material non-public information about Delphi Technologies or our business partners.

Commit to superior product quality

From the design of our products to the discussions we have with our customers, Delphi Technologies is committed to outstanding product quality and flawless execution. We know these qualities, together with our firm commitment to integrity in business, allow our customers to have great confidence in our capabilities, and will strengthen a sustainable competitive advantage for our business.

Working with suppliers

Our suppliers are valued partners and our relationships with them must be characterized by honesty and fairness. Suppliers are selected based on quality, service, technology, price and a commitment to share our ethical values.

We treat our suppliers fairly by:

- Communicating terms and conditions that define our relationship with suppliers during the request-for-quote process
- Agreeing to terms and conditions, or modifications approved by supply chain management or legal staffs before work begins
- Including standard terms and conditions, which reflect our policies regarding payment, confidentiality, the use of intellectual property, labor practices and the obligation to comply with laws, among others.

We also expect our suppliers to share our ethical values and commitment to compliance. Suppliers are asked to comply with our supplier code of conduct, which specifies Delphi Technologies’ expectations in several key areas, including labor and human rights, health and safety, the environment, fair competition, and anti-corruption.
Valuing Our Property & Information

As a leading technology company, our information and property is vital to our continued success. We must be diligent in guarding our information and ensuring that it is accurate and reliable.

Protect company assets
We must safeguard Delphi Technologies’ corporate assets and ensure they are properly maintained and used only for our company’s business interests. Theft, carelessness, and waste have a direct impact on Delphi Technologies’ profitability. Suspected incidents of fraud or theft should be immediately reported to your supervisor or the Delphi Technologies BeTheVoice report tool for investigation.

Do not use business assets for personal reasons. Situations may arise where infrequent and limited personal use is acceptable. Always discuss potential personal use of business assets with your supervisor first.

Avoid taking business opportunities that arise from the use of Delphi Technologies information
You are not permitted to use corporate property, information or position for personal gain or to compete with Delphi Technologies. Competing with Delphi Technologies may involve engaging in the same line of business as the company or taking away from the company opportunities for sales or purchases of products, services or interests. And if you are using company assets for a non-business purpose to save yourself money, the use is almost certainly inappropriate. When in doubt, discuss the issue with your supervisor.
Comply with trade restrictions & controls

A number of countries impose restrictions on exports and trade dealings with other countries, entities and individuals. Serious penalties—fines, revocation of permits to export, and imprisonment—can apply if these laws are broken.

Trade restrictions can take many forms, including:

- Bans on exports to a prohibited country directly or through a customer or distributor
- Bans on imports from, or dealings in property originating in, a sanctioned country
- Travel to or from a sanctioned country
- New investments in a sanctioned country
- Financial transactions and dealings involving a sanctioned country or designated individuals and entities
- Restrictions on sales to government end-users or adapting products for a military end-use
- Laws prohibiting support of boycott activities

These restrictions also impose licensing requirements for export of certain products or technologies. The list of prohibited countries and restrictions is subject to change. If your work involves the sale or shipment of products across international borders, make sure you understand the current rules and check with your supervisor if you are ever unsure. You should also check export policies regarding transfers of any technology or shipping of any products to another country.

An “export” also can include the transfer of restricted information to a citizen of a restricted country by:

- Face-to-face discussions
- Visits to Delphi Technologies facilities
- Access to shared drives or collaborative work systems
- Working With Suppliers

Boycott laws prohibit companies and employees from taking any action, furnishing any information, or making any declaration that could be viewed as participation in an illegal foreign boycott. Be sure you know and comply with all export controls and trade restrictions, and allow sufficient time to obtain the necessary government approvals so that shipments to suppliers are not disrupted.

The bottom Line

We strive to be honest and fair in all of our business dealings. We must never take actions that could undermine Delphi Technologies’ success and reputation in the marketplace.
Safeguard information

We regularly produce valuable, non-public ideas, strategies and other business information. This is called “proprietary information,” meaning Delphi Technologies owns it.

Our proprietary information

Because it is the product of our company’s hard work, various laws allow us to protect proprietary information from use by outsiders. Some examples of proprietary information include:

- Sales, pricing, marketing, financial and other corporate databases
- Engineering and other technical data
- Production methods, techniques or know-how that is not public knowledge
- Marketing strategies and plans
- Bids and proposals
- New product development

Everyone must protect the confidentiality of our proprietary information to ensure that we reap the benefits of our hard work. Sometimes it is necessary to share proprietary information with outsiders – for example, in a commercial relationship with a business partner. However, even when there is a legitimate reason to share proprietary information, never disclose it without management’s prior approval and a written agreement approved by the legal staff.

Our Intellectual Property

Works of authorship (such as designs or other creative expressions), technological advances, and our unique solutions to business problems are “intellectual property” that may be protected by patents, trademarks, copyrights, and trade secrets. We must identify and protect our intellectual property.

Contact the Legal staff if you believe you have an intellectual property asset that needs to be protected, or if you suspect that someone is using a Delphi Technologies patent, trademark, copyright or trade secret in an unauthorized manner.

Proprietary information of others

Just as we protect our own confidential information, we respect the proprietary and confidential information of others, including written materials, software and other intellectual property. Always protect the confidentiality of that information with the same level of care we take to protect our own proprietary information.

Follow information security procedures

We are all responsible for following Delphi Technologies’ information security procedures. Security breaches can damage our image and our reputation. Information and information systems are Delphi Technologies assets and must be protected from accidental or unauthorized disclosure, modification or destruction.

Always be sure to:

- Use Delphi Technologies information and systems for appropriate purposes only. Do not modify, disable, or remove any security or data protection capabilities that have been activated on the system
- Protect all mobile devices, such as smartphones and laptops. Always store these devices in a secure location. Report any theft immediately
- Protect your access to Delphi Technologies systems. Do not share your passwords
- Practice safe usage of portable/external drives – utilize encryption and do not mix personal information with company information
- Never use personal accounts for email, social media, or file sharing to store or exchange Delphi Technologies information
Respect personal information
Delphi Technologies respects the privacy of every employee's personal information. Only those employees who have appropriate authorization and a clear business need may access such information and must adhere to the highest standards of confidentiality. Regarding its use, we never provide personal employee information to anyone outside of our company without proper authorization or legal obligation. We are aware of the complexity and diversity of laws that apply to the protection of private information in the various countries in which we operate, and we take great care to comply with all such laws. If you manage private information and have questions about your obligations, please contact the legal staff.

Create and maintain accurate business and financial records
Delphi Technologies makes decisions based on the accuracy of information recorded at all levels of the company and also makes public disclosures based on that information. It is our responsibility to maintain all information and records honestly and accurately, and to promptly recognize and correct any errors and communicate them to appropriate management.

Accurate business and financial records
All of Delphi Technologies’ books, records, accounts and financial statements must:
- Be maintained in reasonable detail
- Appropriately reflect Delphi Technologies’ transactions
- Conform to applicable legal and accounting requirements and to Delphi Technologies’ system of internal controls

We are responsible for the accuracy of company records. If you believe that a record is inaccurate, false, or misleading, you must promptly report this to your supervisor, a member of the legal staff, or contact the Delphi Technologies BeTheVoice report tool.

Provide full and accurate company disclosure
In addition to creating and maintaining accurate records, we have a responsibility to provide full and accurate information in our public disclosures, in all material respects, about the company’s financial condition and results of operations. Our reports and documents filed with or submitted to the Securities and Exchange Commission and our other public communications must include complete, fair, accurate, timely and understandable disclosure. Delphi Technologies has established a disclosure committee consisting of senior management to assist in monitoring such disclosures.
Prevent fraud

We are all responsible for recognizing and reporting fraud, falsification of records, or other intentional manipulation of data and information. Fraud can appear in many forms and can occur at all levels of our company. Fraud can also occur with our external partners and suppliers. Some examples of fraud may include:

- Misrepresentation of financial results
- Expense reports that are intentionally inflated or falsified
- Improper use of business resources or company assets

Although fraud is usually subtle and difficult to discover, there are frequently “red flags” that suggest fraud may be occurring. If you notice any of the below, you should consider reporting the situation:

- Missing documents
- Duplicate payments
- Invoices just under approval limits
- Excessive purchases
- Expense reports with missing receipts
- Significant lifestyle changes

Fraud and other forms of dishonesty can cause serious damage to Delphi Technologies and our reputation, and may also be a violation of the law. If you have questions or suspect any instance of actual or potential fraud within Delphi Technologies or with any of our suppliers or partners, you should contact your supervisor, a member of the legal staff, or the Delphi Technologies BeTheVoice report tool.

Practice responsible communication

We are responsible for what we write, including emails, blogs, formal communications, or handwritten notes. Written communications are critical in our day-to-day business, but they may also be used:

- As evidence in a lawsuit
- By government regulatory agencies
- By internal departments such as human resources, legal, or audit as part of an investigation of past practices or events
- By the media to report on our business activities and decisions

By communicating carefully, you protect Delphi Technologies’ reputation. Poor communication, especially when taken out of context, may hurt Delphi Technologies by suggesting a contradiction or conspiracy where none exists, characterizing facts or people in a manner that is not true, or portraying a point of view that is not actually held.

Record retention and destruction

It’s important that employees follow Delphi Technologies’ record retention policies to determine how and when records should be retained. In the event of litigation or a governmental investigation, you may receive instructions to retain certain records. Failure to comply with such instructions could result in serious legal consequences. If you have any questions about your obligations, please consult the legal staff.
Responding to government inquiries and investigations

Delphi Technologies’ business activities are regulated, so some of us may come into contact with government officials responsible for enforcing the law. We must deal honestly with government officials, but care must be taken to ensure that Delphi Technologies’ legitimate interests are protected. Legal documents and investigations normally flow through established Delphi Technologies channels, but there may be occasions where legal documents or requests for information and interviews are received by employees outside of the Legal staff.

If you are visited by a government official in an investigative inquiry, be professional and cooperative, but request the presence of legal counsel. If circumstances are such that you are unable to contact or be with the Legal staff before you have to answer questions from government officials or allow them to conduct a search of the premises, call the Legal staff as soon as you are able to do so.

In non-emergency situations, consult the Legal staff before you:

› Agree to or participate in an interview
› Permit a governmental official to search any of our locations
› Answer any questions about Delphi Technologies business
› Produce any documents
› Respond to any requests in connection with any litigation or investigation.

Also, be sure to preserve records relevant to any government inquiry.
Speaking on behalf of the company

We must maintain integrity in our relationships with the media, government officials, and the general public by providing accurate information. We have designated spokespersons who are authorized to speak on behalf of Delphi Technologies. Corporate Communications is responsible for communicating our Company’s position on a range of issues. All inquiries, media questions and request for interviews should be referred to Corporate Communications, and all interaction with government officials should be referred to the Government Relations staff. Requests for speaking engagements should be discussed with your supervisor or the Corporate Communications staff.

Investor Relations and the members of our senior management, such as the CEO and the CFO, are the only individuals authorized to interact with investors, financial analysts, the media or potential investors.

Social Media

Every employee is an ambassador for the Delphi Technologies brand, and we want to ensure each of you are educated and empowered to use these sites to their full potential. We expect everyone who participates in social media for personal or professional use to understand and follow the following simple, but important, guidelines:

- Our customers and business are confidential
- Understand and adhere to the employee conduct standards
- You are responsible for your actions
- Be transparent
- Be an ambassador for the brand
- Respect and follow the guidelines of individual social media sites

The bottom line

We strive to be honest and fair in all of our business dealings. We must never take actions that could undermine Delphi Technologies’ success and reputation in the marketplace.
Excellence in Society & Our Communities

Ethics, compliance and sustainability influence each decision we make, with social responsibility at the core of the overall success of our business. Delphi Technologies values strong relationships with our communities, our employees, the environment and our customers and suppliers.

**Our commitment to corporate social responsibility (CSR)**

We understand the value and importance of the support we receive from the communities in which we operate, as well as our company’s responsibility to align our corporate values with the social, environmental and economic needs of those communities. For those reasons, Delphi Technologies is committed to the following CSR principles:

**Appropriate corporate governance**

Delphi Technologies has an independent Board of Directors that oversees the management of the company.

**Ethics and compliance**

We will continue to communicate to our employees and business partners, through this Code and through a variety of other communications and programs, the high degree of integrity and ethical values we apply to our business conduct and which we expect our business partners to respect and adopt.

**Global labor principles**

Delphi Technologies is committed to treating employees with integrity and respect. Delphi Technologies has adopted specific principles regarding working hours, freedom of association, health and safety, and against discrimination, harassment and the employment of child or forced labor, in an effort to protect and develop our most valuable resource - our employees.
Respect and protect the environment

We are dedicated to protecting human health, natural resources and the global environment. Our environmental principles provide guidance to Delphi Technologies personnel worldwide in the conduct of our daily business practices.

- We are committed to actions that restore and preserve the environment
- We are committed to reducing waste and pollutants, conserving resources, and recycling materials at every stage of the product life cycle
- We will continue to participate actively in educating the public regarding environmental conservation
- We will continue to pursue vigorously the development and implementation of technologies for minimizing pollutant emissions
- We will continue to work with appropriate governmental entities for the development of technically sound and financially responsible environmental laws and regulations
- We will continually assess the impact of our facilities and products on the environment and on the communities in which we live and operate as we strive for continuous improvement

Education and philanthropy

Delphi Technologies supports numerous community, education, and other philanthropic programs. Delphi Technologies’ approach to corporate citizenship includes:

- Delphi Technologies community relations: community efforts enhance the Delphi Technologies brand in local communities, helping us to be viewed as a “neighbor of choice.” The focus is largely educational, but contributions are tailored to local needs and priorities.
- Delphi Technologies volunteers: we enable and encourage our employees to give back or work for organizations in the community in ways they believe are most meaningful, through their own personal time and talent.

Occupational Health & Safety

Health and safety is one of the core values that defines who we are as a company. With our robust management systems and policies, Delphi Technologies consistently outperforms other companies inside and outside of our industry when it comes to global safety. But our safety goal is not limited to statistics. It’s about protecting our people. We will not be satisfied until we meet our ultimate target of zero incidents.
Political participation

Corporate political activity
Delphi Technologies does not make any direct or indirect political contributions or support political candidates or parties anywhere in the world. Our policy prohibits corporate contributions such as:

- Buying tickets for a political fundraising event
- Providing goods or services to political candidates or political parties
- Loaning personnel during working hours for campaign activities
- Paying for advertisements and other political campaign expenses

Assuming local law allows it, candidates for public office are permitted to visit a Delphi Technologies facility during a campaign, but certain restrictions apply to what they can do at the facility. All visits by candidates for public office must be coordinated with and pre-approved by regional Government Relations staff. Delphi Technologies abides by all lobbying laws. Employees who may be engaged in lobbying activities and who interact with government officials must comply with all lobbying laws, including public disclosure requirements. No lobbying activities may be conducted on behalf of the Company without the express approval of the Government Relations staff or the Legal staff.

Personal political activity
Delphi Technologies encourages political activity by employees. However, you should engage in the political process on your own time, with your own resources. The use of Company time, property or equipment for personal political activities is prohibited.

The bottom line
We are committed to Corporate Social Responsibility principles that will allow us to build and maintain effective relationships with the communities and institutions with which we interact.
Always do the right thing!

We must ensure prompt and consistent action against violations of our Code. In situations where you may be uncertain in application of principles, keep these steps in mind:

**Make sure you have all the facts.**
In order to reach the right solutions, we must be fully informed.

**Ask yourself: What specifically am I being asked to do? Could it be viewed as unethical or improper?**
Asking these questions will enable you to focus on the specific dilemma you are faced with, and the alternatives you have. Use your judgment and common sense; if something seems unethical or improper, it probably is unethical.

**Clarify your responsibility and role.**
In most situations, there is shared responsibility. Are your colleagues informed? It may help to get others involved and discuss the problem.

**Discuss the problem with your supervisor, Human Resources representative, Legal staff, or any member of management.**
In many cases, these resources may have additional knowledge or insight about the issue. It is our joint responsibility to help solve problems.

**Seek help from other company resources.**
You also may submit concerns to the Delphi Technologies BeTheVoice report tool by telephone, email or online at bethevoice.delphi.com. You may report ethical violations or concerns in confidence and without fear of retaliation.

If your situation requires that your identity be kept secret, your anonymity will be protected to the extent possible subject to local law. Delphi Technologies does not permit retaliation of any kind against employees for good faith reports of ethical violations.

**Ask first, act later:**
If you are unsure of what to do in any situation, always seek guidance from appropriate personnel before you act.